                                   Alan Mathison Turing

Alan Mathison Turing was born on the 23th of July 1912 in Paddington, London.

He was a pioneer that had a big part in the development in what we today call a computer.

They say that Turing taught himself to read in three weeks and that he already as a child had a natural talent for numbers and for the solution of numbers.

During the World War 2 Alan Turing spend most of his time by working with the code system. He was involved in the Colossus project that is a secret project even today.

After World War 2 did Turing felt that he was a little bit stressed, he was needed a way to relieve stress. He started to run long distance, he was quite good in it, he obtained record times in 3 and 10 miles in the Walton Athletic Club.

He used his athletic ability to run between his locations of his lectures. 
                                                  



Alan Turing was homosexual, which was to become his death.

Homosexual actions were forbidden in England by that time so he was given female hormone treatment. He started to get female body fat and the beginning of breasts.

He died the 7th of June 1954 after he had eaten a poisoned apple that was dipped in cyankalium.

Some people think that he commit suicide, and they think that because he knew to much about everything and he didn’t want anyone to find out what he knew.

Alan Turing was mostly known for the Turing test and the Turing machine, but he is also well-known for his efforts by reading the Germans secret enigma cipher.

                                                 


Turing machine

In the year of 1936 was Alan Turing 24 years old, by that time he already created the universal Turing machine. Today we are calling the Turing machine a computer, of course there had been a development since 1936 but it’s the same principle. Turing was way ahead his time.

He created the Turing machine by describe an electromagnetically machine witch reads and writes symbols on a strip. It varying between different conditions depending on what it sees.

He knew by the way the machine acts could supply whit the help of symbols on the strip.

Turing machines are mostly theoretical tools. They can show us that there are things that are impossible to do. You can’t do a computer program that examine other computer programs with their input and decide if a program is going to stop or if it will go on forever.

One thing that Alan Turing came up with was that there was no way to tell if there was a mathematical way to predict if it was a given estimate some time or if a number will continue forever.

This was called the stop problem.

The Turing machine was actually just a intellectual experiment and Turing had probably no thoughts of building one. But even if it was just an intellectual experiment no computer scientist know exactly how a Turing machine works.

The structure of a Turingmachine

1. A controlling device that can be in a finite number of conditions

2. A strip whit squares that can contains symbols or be empty in a infinite number.

3. A write and read head that moves along the strip, it can write a symbol or read a symbol from the squares.

On the order of the controlling device, the write and read head moves along the strip.

It starts on one condition but the Turing machine can also go on forever and never stop.

                                           


Turing test 

Turing made the idea of a test where a person should decide by asking a number of question to a computer. The person’s task was to figure out if he/she was talking to a human being or a computer, some times there were sitting a person that was answering the questions and sometimes it was a computer program that was answering.

Turing thought that by the year of 2000 the computers would be smarter than the human brain.

His theory was from the beginning that you could create a machine that worked in the same way as the human brain. 

                                           


MADAM

Turing left the National Physic Laboratory before he completed a project with the Automatic Computing Engine.

Instead he started to work at the University of Manchester were he created and developed the Manchester Automatic Digital Machine (MADAM).

He worked to create a computer manual for MADAM and he became one of the few people who used MADAM in his further research.

Colossus

There was a machine that read the Germans secret cipher codes, the machine was named Colossus.

Alan Turing didn’t have a big part when it comes to Colossus, he mostly inspired the inventors of Colossus, but he helped a little bit.

                                                     

 

The code messages in cipher

The Britons developed the mathematics behind the reading of secret cipher codes that the Polish already had created. The Britons made a mechanical process of it all and Alan Turing was leading most of it.

Turing was one of the best mathematics I the Cambridge mathematics. In 1939 did he and the Cambridge mathematics went to an old castle 9 mil north of London that is called Bletchley Park. When they were there they tried to read the Germans cipher codes. The Germans cipher machine was called Enigma.

The Britons had got a copy from the Polish, but even though it was really hard to read the German codes. It demanded a lot of mathematical work and everyday efforts to find the current adjust.

The secret cipher material was called Ultra, it would be crucial importance to the British war association.

A man called Montgomery had big success in Africa entirely because he could read orders when they only were a couple of hours old.

The only unreadable cipher system that exists is if you use one time forms. But if you are being careless and a form is used more than one time, you can count the statistics and in some way you can read the cipher codes, you can also read the ciphers if someone took the machine, codebooks, and mistakes by operators.  

Turing made the conclusive effort and the cipher technique became an industry with 9000 employees.

Sweden’s crypto during WW2

There was a German attack on Norway and Denmark in April 1940. That attack was a surprise for everybody. From there on it wasn’t easy for the Germans to come not notified to the Swedish border thanks to the cryptology.

“Der Geheimschrieber” was the name of the machine and the man behind it all was named Arne Beurling. 

The Ministry for Foreign Affairs in Sweden were received a lot of attention after the attack against Norway just because the Germans wanted to use the Swedish telephone and telegraphy cables. The Swedish said yes but they did it for a reason and the reason was that they should be inspecting the line.  

But the Germans were using a new from of telegraphic that no one in Sweden had heard of so they couldn’t inspect the lines.

They modified the reception equipment and then they could inspect the lines again.

In the end of April the same year, the Germans started to use the “G-shrieber”. With two of those that could communicate in a dialogue, the Germans could change from plain language to crypto whenever they wanted to.

The reception teleprinters was rebuild so that they could register the 32 in the (fjärrskriftsalfabetet). There are six combinations in the (fjärrskriftsalfabetet) that are not- pushing, they don’t write any signs but they have a function. The six combinations are (radmating), (vagnretur), zero function and space.

That was necessary for the crypto text sake that the combinations were written out. You deconnected the six functions on the teleprinters and replaced those with the numbers 1 to 6.

Arne Beurling was the name on the man that helped Sweden to code messages in cipher.

Beurling was really effective, in the middle of June he could present a mathematical model for how the G-schrieber works.

The Swedish didn’t manage to read Enigmas ciphers. They thought that the G-schriebers ciphers was more important anyway, because it was used by the highest efforts in Berlin and by the military headquarters. Enigmas was used in the service branch for the operative and tactical communications. 

Arne Beurling is the largest name within the Swedish (kryptoanalytiker).

He was  born in Gothenburg 1905. He was a professor in Uppsala 1937, he was a legend as a teacher and he made a deep impression on the students.

He became a guest professor at Harvard’s 1948 and he got an honor full place by Princeton Institute for Advanced Study1952 and he stayed there until his death 1986.

                                                         Enigma

Enigma was a portable German cipher code machine. Enigma was used to make ciphers secret and to read secret ciphers. It was a small machine that was used on the German unit and on the submarines.

Enigma was quite weak because even Enigmas secret ciphers could the experts read.

A couple of historians believe that the war had been lasted 12 months longer if no one knew how to read the secret ciphers.

From the first half of the 1920’s the Enigma was produced, it was used both commercial and by many countries and by the army. Nazi Germans use by Enigma before and during the Second World War is the most well-known.

It’s mostly that well-known because a couple of people could read a big amount of the secret cipher that the machine had made secret.

The information source was called ULTRA. ULTRA was an important part for the allied war stakes.

Enigma was a mechanical and an electrical machine. The mechanical part is a keyboard, a series of discs which are called rotors, they are put together in a row long an axel and a (stegningsmekanik) that moves some rotors by every push on the keyboard.

The mechanical function varies from each model, in most of the machines is the right disc moving by the push on the keyboard and sometime one of the other discs are moving. There is a movement all the time in the discs, and that makes a new cryptographic transformation after every push on the keyboard.

There is also an electrical circle that collaborate whit the mechanical part. When you are pushing a key are the circle closed and it are leading electricity through the different components to light one of the lamps and that shows the secret message.  It’s a battery that gives the machine the power when you are pushing the keys.

                                                       


The parts of Enigma

Input discs:

The input disc are linking together the keyboard and the reading-lamps with the rotor discs and a (instickskort) if the (intickskortet) exists.

The connection doesn’t actually have a big meaning but it was a problem for a polish (kryptoanalytiker)

Reflector

The row of rotors are ended with a reflector. It was a patented construction that made Enigma stand out from other rotor machines. The circuit were feed back through the rotors by a second way from the reflector. Cipher and decipher became the same operation thanks to this. Unfortunally it also did that no symbol could be coded with itself and that was used by the breaking of the code.

The rotors

The rotors can also be called the wheels or the trums, they are the heart of the machine. They are made of ribbon or bakelite and they are about 10 cm in diameter. A feather is supporting a contact tin-plate on one of the sides and on the other side corresponds every tin-plate by a little circular space. On a (intilliggande) is every contact tin-plate against a contact plate when the discs is rotated. The tin-plates and the connection plates correspond to the machines alphabet, usually A to Z. Each tin-plate on one of the sides are connected within every side with a connection plate on the other side through a wire. It varies in each rotor disc which couple that are connected.

(Instickskortet)

The (instickskortet) is a board on which the operator could vary the connections. It was first introduced in the army versions in 1930 and soon they were even used in the navy.

                                                                 Codes

Codes are a form of  cryptosystem, it’s quite close to the exchange cipher.

In cipher you operate a message on the individual letters, but a code system exchange hole syllables, words, phases etc, so it can be code groups.

The code groups are mostly letter combinations or just numbers. It’s really seldom that there are both letters and numbers in one combination.

In a code system you use codebooks or code tables.  

 Organized codes

(klartextens termer) are lined up in an alphabetical order in organized code. The code groups are even allotted in a numerical order if the code groups are numbers.

Unorganized codes

(klatexttermerna) has at random been allotted the code groups in an unorganized code. You need two codebooks or lists if the code is extensive.

(inkodningssektionen) has (klatexten) arranged in alphabetical order next to the at random code groups and by the (kodningssektionen) has the code groups arranged numerical/alphabetical next to that respective code groups defendant (klartexttermen). 

To intensify unorganized codes can be complicated, especially if the access is bad in snatch up telegrams. For the legitimate users is the problem that the codes often are used and then the enemies are offered great opportunities to snatch up the telegram traffic. The reason is for it to bee like that is because it’s to expensive and complicated to change code books often.

(överchiffering)
You can (överchiffera) a code on many different ways to hide the underlying code groups for the hostile (forcören).

When the code groups are numbers is the most usual (överchifferingsmetoden) called a additions series.

By an other (överchifferingssystem) you are using an exchange table. During World War 1 the Germans were using that system.

In a (treställig) organized code (överchifferades) the two first numbers with the help of a table with 10 x 10 squares.

The tables were often changed by the Western front so the could make the code more difficult to the hostile breaking of the code.

Code tables

Code tables for the secret connection on the lower tactical levels were often used in military connections.

It’s most usual to present ciphers in (femställiga) groups by military signaling. It’s quite fast to send and it was easy to discover if there was any lost numbers. 

Morse code

Morse code is a form of code system that are transferred with telegraphy. It’s made for humans to handle it unlike today’s machine telegraphy and computer communication equipment. It gives a lot slower transform speed than what you can manage whit the machines help.

